
Do your best to keep your work
computer and home computer separate.
This can help reduce the amount of
sensitive data exposed if your personal
device or work device has been
compromised.

VPNs can reduce the risk of certain
cyber attacks, like MITM attacks, as
they make it difficult to snoop on
your traffic and intercept what you
are doing. 

SEPARATE WORK AND PERSONAL DEVICES

USE A VIRTUAL PRIVATE NETWORK (VPN)

Changing your router's password from
the default to something unique is a
simple step you can take to protect
your home network from malicious
actors who want access to your
devices. 

Encryption plays an important part in
reducing the security risk of lost or
stolen devices, as it prevents strangers
from accessing the contents of your
device without the password, PIN, or
biometrics. 

ENCRYPT YOUR DEVICES

WORKING FROM
HOME SECURITY TIPS

SECURE YOUR HOME ROUTER
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